
STO
RE

We provide independent security assessments of your 
systems, assets and products against recognized standards.

CYBERSECURITY 
CONFORMITY ASSESSMENT 
SERVICES

Assess and certify the cybersecurity 
maturity level of critical infrastructure 
and equipment

•  Risk and gap analysis of the cyber   
   resilience of a system or a site
•  IEC 62443 & NIST SP 800-82 -based 
   assessments and certifications
•  Network and Information 
   Security (NIS) directive compliance
•  Supplier assessment against 
   client policies
•  IT/OT systems vulnerabilities 

•  Cybersecurity class notations 
and equipment certification for 
the Maritime industry

   analysis (Penetration Testing,
   Red Teaming)

INDUSTRIAL ASSETS 
(OT)

PEOPLE

•  Security awareness & behavior
•  Psychology in cybersecurity
•  Social engineering/phishing
•  Various dedicated training 

courses    

Develop employee cyber risk
awareness programs and change 
behavior

CONNECTED 
PRODUCTS (IOT)

•  IoT product cybersecurity 
   certification scheme (BV labels 
   from substantial to basic, 
   ETSI EN 303 645)
•  Common Criteria certification
•  UNECE cybersecurity/ 
   SW updates regulations gap  
   analysis and type approval
•  Medical devices cyber 
   assessment (ANSI/UL 2900)
•  Product vulnerability and          
   protocol implementation  
   automated analysis (P-SCAN)

Test and certify the cyber resilience 
of connected devices according to 
their criticality

IT SYSTEMS

•  Management system certification 
   and audit against global standards 
   (ISO 27k, NIST CSF, NEN 7510, GDPR)
•  Enterprise cybersecurity maturity   
   level assessment (internal, vendors)
•  Cloud security (OWASP/CSA/CIS)
•  Systems vulnerabilities analysis 
   (Penetration Testing, ASVS, Red Teaming,   
   SIEM/SOC Testing)
•  Forensic readiness 

Test, audit, certify the cybersecurity of systems


